**“Vulnerability Scanner”**

***A***

***Project Report***

*submitted in partial fulfillment of the*

*requirements for the award of the degree of*

**BACHELOR OF TECHNOLOGY**

**in**

**COMPUTER SCIENCE & ENGINEERING**

**by**

|  |  |
| --- | --- |
| **Name** | **Roll No.** |
| **Devansh Puniani** | **500110797** |
| **Aum vipul**  **Deepanshu Chowdhury** | **500111825** |

**500107436**

***under the guidance of***

**Dr. Raviteja Panduranga**

![Research](data:image/jpeg;base64,/9j/4AAQSkZJRgABAQEA3ADcAAD/2wBDAAIBAQEBAQIBAQECAgICAgQDAgICAgUEBAMEBgUGBgYFBgYGBwkIBgcJBwYGCAsICQoKCgoKBggLDAsKDAkKCgr/2wBDAQICAgICAgUDAwUKBwYHCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgoKCgr/wAARCAEcARwDASIAAhEBAxEB/8QAHwAAAQUBAQEBAQEAAAAAAAAAAAECAwQFBgcICQoL/8QAtRAAAgEDAwIEAwUFBAQAAAF9AQIDAAQRBRIhMUEGE1FhByJxFDKBkaEII0KxwRVS0fAkM2JyggkKFhcYGRolJicoKSo0NTY3ODk6Q0RFRkdISUpTVFVWV1hZWmNkZWZnaGlqc3R1dnd4eXqDhIWGh4iJipKTlJWWl5iZmqKjpKWmp6ipqrKztLW2t7i5usLDxMXGx8jJytLT1NXW19jZ2uHi4+Tl5ufo6erx8vP09fb3+Pn6/8QAHwEAAwEBAQEBAQEBAQAAAAAAAAECAwQFBgcICQoL/8QAtREAAgECBAQDBAcFBAQAAQJ3AAECAxEEBSExBhJBUQdhcRMiMoEIFEKRobHBCSMzUvAVYnLRChYkNOEl8RcYGRomJygpKjU2Nzg5OkNERUZHSElKU1RVVldYWVpjZGVmZ2hpanN0dXZ3eHl6goOEhYaHiImKkpOUlZaXmJmaoqOkpaanqKmqsrO0tba3uLm6wsPExcbHyMnK0tPU1dbX2Nna4uPk5ebn6Onq8vP09fb3+Pn6/9oADAMBAAIRAxEAPwD9/KKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKKKACiiigAooooAKKw/GXj/wAE/DrSV13x74s0/R7NpliW71K8SCMyEZC7nIGSAePauXH7Vf7MxOB+0F4M/wDCktv/AI5W1PD4itHmpwcl3SbOOtmOX4afJWrRi+zkk/xZ6JRXC2/7R/7P92nnW3xu8KyKejR69bkfmHp5/aK+BCnB+MnhlvprkH/xVV9Txm3spf8AgLJWaZbJXVeH/gS/zO3orB8IfEbwL44SaXwd4v07VlgKidtOvEmWMnoCVJArcc45rGUZQlyyVn56HZTqQqwU4O6ezWqHUVxvxN/aB+CHwShtbn4w/Fvw94XjvnZbN9f1eG1E7L1CeYw3Y9q48/8ABQP9h2Q+XH+1z8O2YthVXxfZ5J/7+UrHoUctzLEUVVo0Zyi+qjJr70j2KiqlpfW95Et1azrJHIoZHU5BHqKtg55FI4QorwP4uf8ABUv/AIJ0/AL4h6j8JfjZ+2d8PfCvibSGjXU9B1zxJBb3VqXjWVA8bMCuUdGHqGFenfBH49/Bn9pP4fWfxY+AXxL0fxd4Zv5Jks9e0G+S5tZmikMcirIhIJV1ZT6EGgDrqKKCcc0AFFeSftFft5fsafsjarpuhftOftK+D/At5rFvJPpdr4m1uK0kuokYKzoHI3AEgZq3+zh+2p+yd+1/Hq8v7L37QXhXx4ugtAutN4X1iK7FkZvM8rzNhO3f5Um3PXYfSgD1Cis3xf4w8M+AfC2oeNvGWtW+m6TpNjNe6pqF3IEitbeJC8krsfuqqqWJ7AV84j/gtZ/wSVxn/h4f8J//AAsrb/4qgD6gor5f/wCH1n/BJT/pIh8Jv/Cytv8A4qptN/4LOf8ABJ/Vr6PTrL/god8IzLM2E8zxxaRrn/edwB+JoA+mqKxfBPxG8BfEvw5a+Mfhz4x0zX9IvlLWeqaLfR3VvOAeSskZKsPoa2gcjIoAKKxviH8Q/A/wm8Dat8TPiX4psdD8P6HYyXmsavqVwIre0t0GXkkc8KoHUmvnj/h9Z/wSV7/8FDvhOPZvGFt/8VQB9QUV8v8A/D6z/gkp/wBJEPhN/wCFlbf/ABVH/D6z/gkp/wBJEPhN/wCFlbf/ABVAH1BRXy//AMPrP+CSn/SRD4Tf+Flbf/FV3H7Pv/BRT9hf9q7x1N8M/wBmz9qzwP431+302TUJ9J8N69DdTpao6I8xVCSFDSxqT0y4oA9ooooJxzQAUVk+LvHngz4f+G7zxl488U6fomj6dCZr/VtXvI7a2t4x1d5ZCFVfckCvhX4y/wDBzl/wRo+DGu3Xhu6/atXxFeWcnlyDwj4dvdQhLZwdtxHF5Lj3VyD2JoA/QCivz5+EP/B0B/wRj+LeuW/h5P2ppPDt3dTCOP8A4Srwvf2UIYnA3TmIxRj/AGmcADqRX3V4A+JPw/8Aip4WtPHPwy8aaX4h0XUI/MsNY0W/jurW5Q/xRyxsVce4J6H0NAG5RQDnkUUAfI//AAWTRG/ZSscr18XWv/oqevzM8IeB/GXj7WP+Ee8B+EtU1m+8tpPsel2clxJ5YIBbagJwCRz71+m3/BY4D/hlSxGP+Zutf/RM9fEn7C3x88Efsx/F7UPi548nkW1s/C95HDDFjdcTM0eyME8Lkjq2AACa/eOBa2IwvBVWvQhzzjKTS7v3dNPU/jPxjwuDzDxYw+ExdX2VKcKalPT3Y63eun3nBar4F+M3wVWHU/Gvw513RbW6kKxrrWlzW8czYzgF1HOB25Ar0n9m3w3L+038R7X4WeBbdv7QKifVmZCyabbZwZpSOAuflUcFmOB0OPJ/iD8fP2lP+CoH7Tlv8P8A4U2rXmqalI0dtNuYWWiWQYFnGfuooG5nI3O2No3FRX64fsT/ALGHw0/Yv+EMHw/8GRtd6pdOtx4k8RXMf+k6rd4w0rnJIUdFTOFHTqSceKOKP7Ny+NOpGP1uW6jqo/fv+p6XhzwJis4zapUp1J/2dB2TqJKU7dkvhu+m6Ts7M7v4N/CLwb8FvBFr4G8E2Aht7dcyTEDzLiQ/elcjqxP5dBxXE/tm/tqfCX9if4T3PxN+J2qiSZi0ei6HbyL9p1S425EMYPboWfoo5Paut+N/xu8EfATwRP418ZX4WNBttLSNgZbuXHEaDuSep6AckgCvwj/4Km/Hnx5+0P8AtJQ+LvGV03lrocaaZpkchMNlEZZTsQepwCzdWI56AD8anh8ZWwssbNXjdK76t/8ADH9xeGOQ5LxRxtQ4cqVORKEqjjHfkhbTyve3e22p5n+1n+1Z8Xf20PjBdfFX4p37NPKxh0nR7dm+z6bb5ysEKk/ix+8x5J6Afot/wR2/4JDw+Gk0v9rD9qPw1u1Ntt14Q8K6hb/8eQ/gu7hGHMh4aNCPk4Y/NgJX/wCCOn/BJOC0h039q/8Aad8LsLlitx4P8L3sO0QrwyXlwh6tnlIyPlxuI3YC/YH7fX/BQT4W/sUeD7fT7zV7O48Ya0pTQdFkkPy9vtE2MlIlPfjcflHcjij3Z+6cdcYVMdXhwZwfC/8Ay7lKGzS0cYvpH+eV9dddza/a/wD2x/Cf7M2lWmi6c1vfeKtXdE0zSmY7YkLAGeXHIQdAOCxwBjBI9wsZZpbdJZT95QTj3Ffhz/wsLxz8aPjBa+Jtfv7vWtc1rWISZI8yPOzONqoo7AcBRwAMV+4mn+cLSNGHRVH9K0fK9j8x8Q+CaPBODwNBy5q1SM5VH53jZJbqKu0r76n8f/8Awcy/8puvjgP+n7R//TLY1+9f/BqBu/4co/DnP/Qe8Q/+na5r8FP+DmTP/D7r44Z/5/tH/wDTLY1+9f8AwagFj/wRR+HOR/zHvEX/AKdrmsz8xP0hobpRQelAH84//B7tgftIfAsgf8yRqn/pXHXon/Bjf82h/tKA/wDP14T/APQdXrzv/g92/wCTj/gX/wBiTqn/AKVxV6L/AMGNv/ID/aUP/T14S/8AQdXoA/aX9tD4deKvi5+yN8T/AIV+BNNW81rxJ8PtZ0vR7Rp1jWa6uLGaKJCzkKoLuoySAOpOK/llP/Bqv/wW1J4/Ze0v/wAL7SP/AJJr+ugjNJtAGAKAP5GP+IVX/gtt/wBGvaX/AOF/pH/yTXMfFr/g2v8A+CzfwX8F3XjzxD+x/e6lZ2aF7i38L69Y6pdBQMllt7aZ5X/4CpPtX9h233NNlhSVCrelAH8T3/BO3/gqD+2D/wAEtPjRF42+B/ja+gsFvFXxN4F1SaQ6bq0avh4p4DwkmAQJV2yIehIyp/sE/YP/AGzfhV+3/wDst+E/2qvg3ds2jeJ9NEslnMwM1hdIxjuLSXH8cUquhPRsbhwwr+dv/g8N/Y7+Fv7Pf7cnhH46/DLRrXS5Pix4dur3xFp9nAscb6jazIkl3heN8qzR7z1ZkZjksSfrT/gyM+MWvaz8D/jZ8Cb+7mk0/QfEmm6zp8bMSsLXcMsUoX0z9lQ49ee9AH6u/wDBTT4L/EP9oz/gn38YvgT8JdGTUfE3izwBqOmaFYyXUcCz3UsJWNDJIQqAsR8zEAV/MT/xCsf8FtW+b/hl7S/x8f6R/wDJNf10kZGDSbF9KAP5F/8AiFW/4La/9Gv6V/4X+kf/ACTS/wDEKr/wW2/6Ne0v/wAL/SP/AJJr+ufYvpRt/wBo0AfyMf8AEKr/AMFtv+jXtL/8L/SP/kmv0N/4Nov+CJ//AAUW/wCCdH7fmvfHH9rL4LWfh/w3f/C/UNGtb628UWF6zXkt9p8yIY7eZ2AKQSncRgYAJyRX7tbf9o0BQDmgBa4P9pj9of4bfsofAzxT+0V8Ydc/s/wz4Q0WXUdWuAAWMaDhEB+87ttRV6szKO9d42ccV+R3/B5X8SPFHg7/AIJf+HvCWhXjQ2vir4qWFlq4RiPOt47S8uRGfVfNiibB7op7UAfhx/wVR/4LB/tZf8FaPjVJceLtc1DTvBMeo+X4K+G2lzMba0UttjaRF/4+bpgRmQgnccIFXC175+yT/wAGmn/BUf8AaW8HWfjzx1ZeFvhfp99CJrS28bX0w1DaeVL2tvG7RZz0kKuMcrXS/wDBn/8AstfCv49f8FFNf+J/xO0m11Kb4Z+D/wC1vDen3cYdV1CW5jgS52kHJiQyFTj5XdGGCoI/qUjiVUGCelAH8q37TX/Bop/wVF+BHhO68Y/De78G/E2CxhMtxp/hPU5o79vURQXMcfmt/sqxY9ACa+av+CbP/BVH9sX/AII//tCG88JXmq/2Hbat5Hjz4X65JLFa34RtsqPE/wDx73KgELKFDKwAYMuUb+z941ZNrd6/D7/g51/4ITfHf9sr40eC/wBpn9gD9nZfEXivUrO4sfiRBp2pWGnicReWbS8lN1PEJJSrSRFly22JM9AaAP13/Y//AGp/hV+2n+zh4V/ac+C+sG88O+LdNW7s/Mx5kDZKSQSAZ2yRyK8bD+8p9q9Mr8yf+DYH9kP9u39hr9jzxf8As+fts/CW68IyQ+On1LwjaXGuWV9vtp7aITbTaTSqiiWMthiCWkJx3r9NqAPjz/gtdr0Xhz9kC31i4sLi4SHxZas62sRcgeVPycdF/wBo4A71+NGj2fxZ/ar+Jmk/CbwFpElzfa1fC30vSrd8KSeS7sR91VBZmPCqpNful/wUitluPgZYRSIrK3iKEMrLkMPJm4r5D/4J8/sz+BvDX7b+ifFLwxB9hli0+/8AtFjHGDC7PAy705/dnk9ODnoKWT+OWWcK56+EcbTcZTSnSmtYynNaQmt1qtHt3PiOLvALG8YqHF+EqKSi1Tqweko04vWcG9G7PVPXTR9D60/4J4/8E/8A4efsL/CWPw/pEcV94o1SOOXxT4haP57mUDPlJnlYUJIVRjP3jkkk+ufGT4yeCvgl4MuPGXjK/EUMY228CkeZcyEHEaAnkn8gMk4FZv7SX7SHwu/ZU+D2qfGP4uas1ppOmRgbY0Ly3MzHCQxKPvO5OAOB1JIAJr8G/wBt7/gpF8bP2xPiPc+IZL+bRNDVWg0vRbWcgRW+ejEY3FurHv64xX1mS5PjOJsZLEYmXuJ+9Lq32Xy69DzeKOJst4Fy2ngcFBe0atGPSK/mb669N2e3ftzf8FINU+J3je4vrCSHUL2HdFp9nG++z0uPJ+XI/wBY/wDeI4JHJx8o+iP+CWH/AATV/wCE88O6f+1H+2T4Ka81iTVDqPhHTtUjwwt9ieXLNH027stHEwwOGxkjHG/8Ef8A/glNJ4og039qn9qHwbttAy3HhPwrqEZ/0gjlLydCPud0jbr94jGAf0E/aj/am8Dfsw+CG1TVTHcaxcxsujaKjbWncDqcfdjHdvwAJru4kzbDypxy3CRXLH5rTt+r73NfCPJOLv7Ylm8JzWIxEXCKi3zOM/ibe6i0rLolqzj/APgof+3v4J/YX+ETeIrqzOo+JdUR4PDOkIp2yTY4lmI+5EvBJyC2Nq8nI/B/4keP/jB+1F8YLjxj4y1DUPE3ivxJfqkUccbPJNIzYjghjHRRwqoowB25OftD4meNvGX7SXjW61LxxE2u6hrcwijsfJ3qdxwsMac4A6ADn3J5r7K/4Jx/8Epvhz+yzqzfHLxjpq3XjC+h/wCJfZz4kj0KNh8yRnvI3AZ+cD5Rxkn4rEUJaa6H95cO4vhnwZ4bqYjFwVXMKq0/vP8AlXWMFpzP7TXoit/wSl/4Jlv+yh4Og+JnxskXUPHGoQgwWcjLLFoURH+qQ85lIxvboMbV43FvttMLwDXxt/wUa/4KieFP2UdT034L/DGW11bx7qt5bxzwth4dJgd1Bkl55kIPyR9TnceAA32LYh2tY2fncinPrxUrl2XQ/AeMKnFOa1aWe5yn/tXM6d9Pdi0vdj0jrZd9Xrufx+/8HMv/ACm7+OH/AF/aP/6ZbGv3r/4NQGJ/4Io/Dn/sPeIv/Ttc1+Cn/BzJ/wApuvjhx/y/aP8A+mWxr97P+DUBs/8ABFH4c8f8x7xD/wCna5qT48/SCg9KKD0oA/nH/wCD3f8A5OP+Bf8A2JOqf+lcdeif8GN5xof7Shx/y9eE/wD0HV687/4Pdv8Ak4/4F/8AYk6p/wClcVei/wDBjaf+JH+0oP8Ap68Jf+g6vQB+8+u67o/hnRrnxD4h1W1sLCyt3nvb69uFiht4kUs0juxCqoAJJJAAGTXlUf8AwUJ/YLmCiL9tv4QszMAqr8SdLO7J7fv+9Rf8FFxn9gP42H/qk3iL/wBNtxX8OeiaPq/iTWLTw7oNjJdX19cx29nawrl5pXYKqKO5JIA9zQB/dIv7af7HzDcP2qvhv/4XWn//AB6uV+L3/BTr/gnx8DvB9344+JP7Zvw0sLCzt3mkVPGNpPPKFH3YoYZHkmbsFRWYk4Ar+Sk/8EOv+Cv3b/gnt8UP/Cff/GrGlf8ABCX/AILCa3qEemW//BPr4kRySNhWvNIEMY+ryMqj8TQB1f8AwXt/4Kq2n/BVv9s4/EnwFp95Z/D/AMI6adG8D298gWaeHzC8t5Iv8DTOQdhJKqqA8g1+0/8AwZ5fsbeLP2fv2BPEH7QfjzSJLG++L3iCO/0eC4hZJDpFqjQ28pDAHEkjXEinoyFGGQa+SP8AglH/AMGhvxZ1jxxpvxg/4KcX1noWg2M0dzB8NdF1BLq81JgchLu4iJjgi4G5I2d3GRuj5z/Q34X8M6H4P0Gx8M+GNJtdP03TrOK00/T7KERw20EahY40VeFVVAUAYAAA7UAN8YeMPC3w/wDC99428b+JLDR9H0u3a41LVNUu0t7e1hXlpJJHIVFA6sxAFeQx/wDBTD/gna67v+G7Pg/17fEjTP8A49XJf8FpBn/gk3+0MD/0SnV//Sdq/i38CeCPFvxN8b6P8N/Aeiy6lrmv6pBp2j6fDgPdXU0gjiiXcQMs7BRkgc80Af27/wDDy7/gnb/0fX8H/wDw5Gmf/HqP+Hl3/BO3/o+v4P8A/hyNM/8Aj1fyfj/g3q/4LQH7v7AfjD/wKsf/AJIo/wCIen/gtF/0YF4w/wDAqx/+SKAP6zPDf/BQf9hPxr4hsfCHgz9s34V6pq2p3SW2m6bYfEDTpp7qZztSOONZizuxIAUAknpXsKNvQOO/Nfyd/wDBOD/ghl/wVp+D/wC3/wDBf4rfEv8AYj8VaT4f8OfFDQ9S1rU7i4s/LtLWG+ikllbbOThUUk4BPFf1hxtuQNigB1fAH/Byj+wx4y/br/4JieJPCvwv0mTUPFfgnUofFeg6Zbxl5b42ySLPBGo5Z2t5ZioGSWUKB81ff9NljEi7WHGKAP4lf+CXX/BRj4tf8Esf2ttJ/aW+G2nLfwpbvpvirw5cSGOPVtNkZTLbs2CUYMiSI2DtkjQnIyD/AFD/ALF3/BxH/wAEtP2zfDFreaX+0hongbxA0Km98J/EK+j0m5gkI5RJZiILjBzzFI3AyQM4rwz/AIKof8Grv7Jv7dnizVPjj8APFbfCXx/qbyXGpCx00XGjatcHJMk1srIYZGblpImwTkmNmyT+P/7QH/Bqb/wWC+Ct7cHwp8ItA+IWnxs3lX3gvxNAzOoPH7i6MMuSOwVgM4zQB/WF4X8beFPG2mR634P8Uabq1lMu6G80u9SeJ17EMhIP4GtIFGbjvX8QvjP4Mf8ABSr/AIJ1+Jo9Y8ZeBfi18IdQhkDW+pPb3+lqzKeCk6bUf2IYg9q+2/8Agnd/wdj/ALe/7MfibTvC/wC1lqX/AAuHwP5yR3z6oscOuWsXAMkN0ABMyjnbOG34xvTO4AH9UPljORTq80/ZM/av+B/7aXwI0L9oz9nnxlDrnhfxBB5lpcJ8skDjh4Jo+sUqHKsh5BHoQa9LoA8A/wCCiMfmfBbT1PbxFCf/ACDNXhn7DduYf2hNOYj/AJc7n/0U1e8f8FA0M3wesVX/AKGCH/0VLXiP7FVv5H7QGmlv+fW5/wDRTV/KfHM7ePGXR/68/mz9s4bqcvhhi4/9fPyRm/8ABwrD5v7E+k/N/wAzxZ8f9sZ6/Pf/AII3/AD4f/Hz9uDRdC+JOkR6hpuj6bdaw2n3ChobmWDYI0dSMMoZwxB4JQDpnP6Hf8HAqrJ+xdpK/wDU7Wn/AKInr83f+Cc37T/hn9jL456j8bPEekXGoNb+Eb610zTrf5Tc3cjReWjN/wAs0+UlmwcAcAkgV/oNw3h8RW4LqrD/ABtyStvfTY/gXjnFYPC+JeHnjGlTSpuV9rJtv/M/Y79u39u34W/sKfClvFXiqVdQ16+jaLw34ZhmAlvpgPvNj7kK9XcjA+6MsVB/Gdv21vjF8dPi3eeIPi3Hd+INS8R6ni1j0+Bne33YWO2ghGcxjoqDnknJLE1xnx9+Nvxc/a3+MN58TviXqU2qa5q1wsVpZWsbeXAm7bFbW8YzhBkAKMkk5OWJNfqb/wAEl/8AglVafs76Xa/tBftAaDDL46voQ+k6XcAMuhQkZ5zx9pbPzH+AAKOdxPm5hkeA4byL/aLOvUt6+aXkur6n7N4J+KsZeJtXM61CUsJRo1YwgtL1JcqhKb2TerstkrWZ6p+wH+wra/BfTIfip8U9Ojn8V3kIa1tZFDDSUYfdHbzSDhmHQfKD1zpft3ft16N+zfpD+AfAt1b3vjK+hzHFw8emIRxLIP7x/hTv1PHXlv8Agpx/wU+8KfsVeFm8AeBHs9W+IuqW2bHTy26PSojnFzcAYP8AuR5BcjOQATX5p/CHx94z/ay+JEPhvRoL3VfGOvXmWtppDI8zk5aQv02LnJYgBR2A4r4T2NV0/ataH9YcJ8B51xtOfFvESccIryV9IyS167U49+r083vx/BXV/wBqX416Xc2Vpd6l4w1PWop3vl+aS4YSBmeYk42gDliRtA69Af3OtspbICPuqBXhn7F37GPhD9lfwcJpvJ1DxTqEK/2xrGwfKevkw55WMce7EZPYD3UGNxgCuSVua6R8H4ncaYfizMKNDCL/AGfDpxpvuna7S6R0XKui+5fyF/8AB0H4T1jw3/wWt+LV9qts0cetQ6Nf2LMuPMhOlWsW4e2+Jx/wE1+43/BpP4v0LXv+CNPhHQtNvI3utD8W69Z6hErgtHI189wAR2zHOh/Gvk3/AIPIf+Cb3iXxjo3hP/gpF8MdBmul8PWC+HfiIkCljBZ+YXsrwgdEWSWaJ2PTzIewJr4b/wCDcj/gtlo3/BLj4z6v8Jvj891N8JPH1xC2qXlqhlk0DUEG2O+WMAmSIqfLlRcMQEcbjHseT8zP6ygcjNIxwpPtXHfBb4+fBn9oXwLY/Er4IfFLQ/FegahEJLTVtD1KO5hkB7ZQnDDupwQeCBXkX/BQT/gqX+x1/wAE4PhfffED9oX4sabDqC2cj6N4RsrxJNV1eUA7YoIAd2C2AZGARAcswHBAPw+/4PY/Gmk6n+2R8H/AdtcRveaT8N7i8ulRslFub+RUDeh/0duOuCD3r3T/AIMf/Ber6f8ACb9oL4gzwMLHVPEWgafbyY+VpbWC9kkA9wLuP8xX4r/t7/tk/GP/AIKcftoeJP2kPGukyPrHizUo7bQfD2nhpvsVquIrSyhX7zkJtHAy7szYy2K/q0/4IK/8E9tT/wCCb/8AwTq8J/Bfxrp6w+MNZkk8QeNlVs+VqNyq5t8/9MYkhhPYtGxHXkA9p/4KKHP7Anxsx/0SXxF/6bbiv4pP2Xxn9pX4egj/AJnjSf8A0sir+1z/AIKKrj9gT424H/NJvEX/AKbbiv4o/wBl/wD5OW+Hn/Y8aT/6WRUAf3gRgeWvH8NOwMYxTY/9Wv8Au06gA2r/AHaKKKAPmH/gtGw/4dO/tDD/AKpTrH/pO1fyH/8ABNQ/8bFPgT/2WDw5/wCnOCv68f8AgtGo/wCHTn7Qxx/zSnWP/Sdq/kO/4JqkD/gol8CSxA/4vB4c5z/1E4KAP7ioFUJgLUmMdBUMNxDt5kH41J58I6yr+dADiAeooAwMAUzz4D0lX86UTxM2wOMnp70AOY7RnFQz6jZ2zbbi4VCegZgM1M3Ixivwc/4PSf2e/ipa6J8Jf2xfAF3qkWj6X9s8NeKJrG8kRbZ5WSezdgpHDEXK7j0baP4hQB+79vc295HvhYMucdjT9q5ztH5V/Ph/waYf8FjPhP8ADTwtrP8AwT2/ae+I0Oi3mpeIm1b4e69rl5tgvJp0RJtPeaQ4SQsiyR7iA251BBChv6DIriGVFeOUMCuQw70AUPF3g/wr478NXng/xp4a0/VtK1CFob7TdUs0uLe4jbhkeNwVdSM5BBBr+Zj/AIOnv+CMvwP/AGB/Efhb9rP9lfw5H4e8H+O9Ym0zXPCduxNtpuqeW06SWoJzHDLGkn7ofKjRHbgMFH9O0l1bpG0jTLtXlmzwK/m8/wCDvH/gqT8E/wBpXxP4T/YW+Avimz8R2/gPXJtX8aa5p1wJbaPVPKa3iso3XhmiR5jIQSAzhOGRsAHS/wDBlB+1L4ltvit8WP2M9V1SabSb7Q4PFui2ryHy7S4hmS1umUZ48xbi2zgf8sV6d/6Iq/nj/wCDKf8AZI8VSfEX4q/tua1o81vo9vosXhDQLx1wl3PLMl1ebc9fLEFrk+suPXH9DlAHi/7cOmm/+DAukPFnq0EzADOVwyf+zivmn9mb4neCvB/7TXhfwxq+txR6hq8k1tZ2o5YsYXxn+6M8c9T0r7H+PHgfUfiJ8HvEHgrQ777Nf3+lTR6fdbf9TcbMxvz6OFNfhwfFnjP4dfEy28YNdXEev6Hq6XBkuCTIlzDJn5s88MuCD9K/Jc68M4554jYfiSpX5YUYxtBLWU4ttXba0s1td7n9BeEuS0+LeF8flntOWSTsu/NH3X6KSsz9Pv8AgtB8LtQ+J/7DetXOlWrTz+HNUtdW2RpuPlI/lynt91JGc+yV+I8+kTWp8qWFvmP8Pf6V/RT8Hvif8PP2sPgBp/jO1ht77RfE2ktDqVhKRIqsymOe3f1Ibeh9fxr8hv28f2BvHX7Jfjy4caTcX3gq+umbQddWMuqKxJEExA+SVenON/UZ5A/rrw1zrDRozy6s0pN80L7NO116pq/mj/PPx44UzfA5ks0jSk1BezqpLWDi3q+y1s/M+u/+CSv/AAS50z4O6Vp/7S3x20q1vPFl5Ctx4d0mRlkTRomXiU9VNwwPvsHQ5Jx6b/wU0/4KW+Ff2KfAzeEvBklpqnxC1e3YaXppkDLp0Z/5ergdQoz8qcFyOwBI/Mz4X/tvftkfAnwsvgz4YfHTVrPR4Uxb6fcRw3SW49EE0blB6KpC+2c58k1bRfjH+0/8dIdLsF1LxT4w8VXQ+eRt81zMxI3OeAqqBknhVUdgAK87i7hnOMPKpmuYV4zjzJRSvs27adLfiz9s+ifmXh/xpxtheHJ0JU6NOlUr1XKUVFunFN80r6qT320Vupj6bpHxk/al+NEdjajUPFHjPxZqnzSSNvmupnOWdj0VQOSeFVQTwBX7ef8ABN//AIJw+AP2G/AK6pqP2XVvHmrW6/25r6R5EI4P2WAnkRA9TwXIyR0Ah/4Jv/8ABNnwL+xL4KGta1Da6p4+1S2A1zXNm4W6nB+zW+R8sYPVsZcjJwMKOi/bj+P178PPD9t8OPCWqtDq2sKz3ctv/rILXkdR90u2QD1wrfWvyDivirC8O5JVx+JfuU1ey3k+kV5t6H9aeJ3idivEbM4cL8Nfu8DF8uisqij1aVrU4paRe717JR/tCftN/afEdv8ACT4a6vJ5k19Hb6pqdi3zLudV8qJgevPLDpjA5r6KtYylssXzfKoG5upr4X/ZI+GuoeLvjFpF/qGRDpsn2+RR28vlc+nzlePzr7tiUKuc1+Z+E+fZ5xZhMXnWP0hUqctKHSMIrZfN2b6tM/HOM8ry/JMTSwGGfM4xvOXVyb/LTTsZnjjwP4U+JHhPUvAfjrw7Z6vousWUlnq2k6jbLNb3lvIpV4pEYFXRlJBUggg1/PB/wVi/4ND/AIweDvFmo/GT/gmOY/E/hy8uGmk+GeqagkGoaZuySlrPOwjuYR2WR1kXgfvOSP6NA6no1I4SQYJr9cPjD+HfWf2Sf+CjH7NfiS50jUf2dfi94N1AN5Vx9n8N6lamTGRjfGgDjrggkHqCetdN8B/+CTn/AAU+/bF8ZLY/DX9kT4hapdX0u641rxBpM1jaj1eS7vfLj6f7ZY9ga/tee1hkG1z/ACpywxL8oP6UAfkn/wAEQ/8Ag2J+H37AHibTf2of2uNY0vxv8VLErPoOm2CtJpXhubGRLEXUNcXK5wJWVVQjKAkBz+tyoqHIpRtXoaXcPWgDx3/goLY6hqv7CPxn0zTbKa5ubj4V+II7e3t4y8krtp04CqoGSSeABya/jV/Zn/Zp/aNs/wBo7wBd3nwA8bRRQ+NdLeWSTwreKqKLuIkkmPgAdTX9xUipIu1sY96Z5Ftt2+Wv/fNAD4ifLANOpqbFGFp24etABRRuHrRuHrQB81/8FjtH1jxB/wAErvj9omgaVc319dfC3VorWzs4GllmcwNhVRQSxPoBmv41rH9nD9qPSdQh1PS/gN4+trq2mWS3uLfwtepJFIpyGVhHlWBGQRyDX93bhJF2N3pqW9ui7fLX/vkUAfw5iw/4KNjpY/Gz/vzq/wDhS/Yf+Cjn/Pl8bP8Av1q/+Ff3F+Vb/wDPJf8Avml8q3/55J/3yKAP4c/sP/BRz/ny+Nn/AH61f/Cv1J/4NGrX9rSD/gpt4kb452nxEXRz8HdU8pvFkd8Lf7R/aOmbcG4G3zNu/HfG7HGa/pC8q3/55L/3zQkMKNvVV/LpQBJXD/tF/s+fCn9qX4MeIvgH8bfCMOueF/FGnNZ6tptx0dDyGU/wOrAMrDlWUEdK7jcPWjcPWgD+UP8A4Kpf8GwX7av7EPinUvH37NvhLVPi18MWkaazvtDtfN1fS4s8R3dmo3uQP+WsIdCoywj5Wvmz4I/8Fhv+Cs37Gunr8Nvh1+174+0Wx0vNvH4b1+4N5DZbeDEkF6r+SB/dUKM9RX9prBX+8a4X4hfsyfs4/Fq5N78U/gN4M8TTHjztf8L2l44HpuljY4zz1oA/jt+On/BZn/grF+15pEnw3+Jn7YfjnVNN1L9xceH9CnFjDehvl8uSKzSPzgemxtwPpXvn/BLr/g2a/br/AG7vFOm+M/jb4N1P4S/DQTRyX+veI7Ew6lfQ5GUsrNwHLEHiWUJGOSC5Gw/1KfD79lz9mj4UXX9o/DD9n3wP4cuMY+0aH4Vs7STr/eijU13caRxcKf0oA87/AGUv2Wvg1+xv8BPDv7OPwG8Ix6L4Y8M2f2extU5aRidzzStj95K7lnZzyxY/Qej0hdfWjcvrQAyZNwAzX5X/APBX/wDZGvfhr8SJP2g/B+lE+H/Es+NW8lfltdQPUt6CQDcD03Bgeq5/VTGeornfiV8O/CnxV8F6l8PfG2iw32l6tbtBeWsy8Op7+xB5BHIIBFVG3NqfZcCcYYrgniGnmFJc0PhnH+aD3Xqt15+R+MP7Cv8AwUZ1v9iTx1/wj3iGC41jwfrl3H/aeiwvmW2ckL9pgDEKGA6qcBwByDg1+unww+MPwB/as+Hx1PwXrukeJtHvott7YyxrIUyOY5oHGVPJ4YfTNfjv+3r/AMErvjF+yP8AECTxz4Rsr3xL8P5LxZYNcjjMk2nLv3eXdBQSu0dJMbW9jxXl/hTxT40+H2rLrfgfxZqWi3wj2rd6VqElvIPbdGQeue9foHDHBseKMHUnSq8lSDVnutV1trpbc8r6XXifwnw5xFk+a5PSjXo46jUlWaaUlOEoxtKOqUknZp2vZNt7n7IeN/8AglT+w74z1JtUb4QLpskjZkXRdQntY2/7Zq2wfgBXcfAj9jH9mn9miebUvhD8LbHTL6eMR3GqSM9xdSJ/cMshZgv+yCFzk4ya/KXQv+Cn37ePh+x+w2nx2uZo9ww15pNnOw7Y3SQlvwz1r6q+Hvxe/aL+KXw30nVvid8SdU8y9so5rqKEra+YSvdYVQAc/dxg9xX5340cRZl4Q8P0MVndSVelVnyQjGbfvKLlqpWsrep+T+DuY8J+IedYiGRYdYarCnecnCMW4ykk0nC7d3a60va7Prb4x/tKeEfhtaTaTokkeqa5t2w2NvICsLY+9Mw+4P8AZ+8fTHI+TdX/ALW8UeJrrxl4mvW1DVr6XdJcFOnYIi/wqBwAOfxrU0rw3d3t3Ho+g6XNc3EjZjt7eFpHck8nC898kn8a+gfgN+zJJ4ZuofF3xCt421BG32mn5EiW7dmY9Gf0xwp9Tgj+LqmN488eM1hSp03h8BB6vXlXm2/jnbZJWXlds/p/DyyXgPBylGXtK8l8/TvFX37m/wDsv/Bz/hWvhD+0NYg2atqm2S7XaMwoM7Ys+2ST7nvgV6ls+XYDTYYSg5Apz525Ff17keT4Lh/KaOX4RWp04qK+XV923q31Z+S43GV8wxU8RWd5Sd2fIP7R/wCwX/wUK+Lfxq1r4i/BX/gsD4q+GfhnUmhOm+CdO+Fuk6hDpqpCiMq3E7CSQM6tJ8w4MhA4AriP+HYv/BV7/pP144/8MnoX/wAVX0Re/tdwWul/ErUv+ENkYfDz4kab4Tkj+2D/AE1rqHSpPtAO35Av9qKNvJJhzn5uIPjh+2z4c+Af7UPgH9nrxp4SvF0vxxo95cSeMluFFro1wl1Z2trDcqcFUuJ7tIVlBwJXiQj94CPWOU+fv+HYv/BV7/pP144/8MnoX/xVH/DsX/gq9/0n68cf+GT0L/4qvoKf9su1T9lvUP2mB4Gl8rT/ABdeaGdJ+2jc7QeIZNG8zfs4BKebtxwDt962fih+1N4Y+DHxI1TwZ8RNPmsbCx+G9/4ws9WWTel1bafIF1CLbt+V4UltHHzHeJzgfIxoA+ZP+HYv/BV7/pP144/8MnoX/wAVR/w7F/4Kvf8ASfrxx/4ZPQv/AIqvavjz+21rPwQ+F/wv8ZeKfC/hbw7qPxFuEt7y38eeNk0ix0SY6bNevDJdGGQNIDCYgoUbmPtitb44/teH4Lfs6eG/jfe/8IbO3iDUtNslvrjxstvoUJu2wJzqRhIMA6h/L+bIwB2APn//AIdi/wDBV7/pP144/wDDJ6F/8VR/w7F/4Kvf9J+vHH/hk9C/+Kr2e1/b6sL79iPUf2yYPh69xDpN7cWjWGna4lzZXHk6kdPa9S+VNj6dkG5N3swtsrS7flK10HiP9qjxL4C/Y48S/tU+N/Bmh3Unhvw7fawtj4S8WLqVjqdvBGZEeC78pMrIuOqfKcjkYJAPnj/h2L/wVe/6T9eOP/DJ6F/8VR/w7F/4Kvf9J+vHH/hk9C/+Kr6R/a3+P/xc/Z68HaX468BfCzQ/Emn3et6RpN6NU8US2EsNzqWp2mnW5RUtZg6CS7VnYlSFU4DE4pfjd+1KP2ZPCvhX4gftCaBp+h+G7+6+x+NPEtvrBksfDNw6ZgklZ40L2zyjyTMVTY8kW4AMSAD5t/4di/8ABV7/AKT9eOP/AAyehf8AxVH/AA7F/wCCr3/Sfrxx/wCGT0L/AOKr7F+AnxD8QfFj4XaX8SPEfgW98Mza1B9rttD1N/8ASra2dmMHnrgeVM0Wxnj5MbMUJJU1yHxR+PXxTtvi9J8CvgL8JbHxJren+H4Nb16+17xA2mWNjbTzTRW8QkSCd5Z5XtrjChAqrES7LuQMAfNP/DsX/gq9/wBJ+vHH/hk9C/8AiqP+HYv/AAVe/wCk/Xjj/wAMnoX/AMVXu/jL9uGw8L/sZeIv2qLjwN9jvPC95cadrnhvWtYjt1sNQt9Q+w3EU1yodVjSXc/nBSGi2uBhq7j9mv41yfHfwLJ4zOseCb9V1KS3W48A+Ml1yy+UKcG4WKPEgJ+ZNvyjbzzQB8of8Oxf+Cr3/Sfrxx/4ZPQv/iqP+HYv/BV7/pP144/8MnoX/wAVX0v+1n8dvi78BdG0TxH8PPhboniS11TxJpWh3H9q+J5dPeC51DULext2UJazB0D3AZySCFXgMcU/4vftAeN/hN4Z8G6M/wAMYdY8feOtXXSNI8N2OtFbKO8FrNdTyS3jxApbRQ28rGTyi7YVQhZwtAHzL/w7F/4Kvf8ASfrxx/4ZPQv/AIqj/h2L/wAFXv8ApP144/8ADJ6F/wDFV9O/BD49eMPG3jrxD8Ffi18Pbfwz4z8N6fZ6lNa6frX2+z1DT7ozJDdW8xjifHm21xG8ckaMjRj7yujN4Wv/AAV+8EH9ii3/AGsW+FGpLqlx4uTw8PA7X6i4+0NIJRJ5u3HlHTt1+G28xYHWgDlv+HYv/BV7/pP144/8MnoX/wAVR/w7F/4Kvf8ASfrxx/4ZPQv/AIqvp740fHvxl4S8eaD8GvhB8PIPE3i7xBpt3qgh1LWDp9hp2n2zQpJcXE4imYbpZ4YkRI2ZixPyqjMM7wr+1XqWo/Bb4ifELxh8NZ9F8QfDGS/t/E3h19SWaFri2sY70fZ7kIBLDLBPA6yFFI3lWRWRloA+cv8Ah2L/AMFXv+k/Xjj/AMMnoX/xVH/DsX/gq9/0n68cf+GT0L/4qvef2N/20rf9qy78T6ZBpvhtpfDVvp002peDfGCa5pc63cczrCLhIoylzF5J82FlyqyQtnEgxi/sYf8ABQey/av8WN4TTQPDaSSeEovEEcnhXxtFrB06OSREFnqSLFG1hd5Ztsbbg/kzYYmJsAHkH/DsX/gq9/0n68cf+GT0L/4qj/h2L/wVe/6T9eOP/DKaF/8AFV7Hq/7bfxNh8Na58etD+AEd58KfDeqXltqOvN4mCapPaWdw0F3qcNl5JRraJo5XAedZHjiZlTJRX6P9of8AbF0z9ne61aTWvBlxqNrb/DPVPFehyWl0A+rzWLwq+nxKV/1r/abbYQTu8w8fKSQDkP2O/wBjf9t74A/FO68ZftG/8FQPEnxm0ObRZbS38L6t8O9M0mO3uWliZboTWpLllVHTYflIlJPIFfUFeH/s1ftjad+0tqOg6doXgm406W++HNn4n8QQXV1mTRZ7q4lt4tPcBcPIJLS+ViCNptuh3Aj3CgApNq9cUtFAFW7sILuB4J7eORXGGSQZDD0Ptivnf4wf8EsP2Pfi7eT6vdfDuTQb64bdLeeGLr7LuY9W8vDRZJ77K+kCgPNHlj1rrwePxuX1PaYapKD/ALra+/ueXmeS5TnVH2OPoQqx7Sinb0vt8j5G8G/8Ecf2VfBmoHUbHU/FFzcf8s5LzUYH8v3GIAAa9a8Mfsb/AAv8ORwwNeatewwxqkdvdXaBVC/9c0RjnvkmvX/LHXNAjUdK4uJKcOMadOGdpYmNN80VUXMova6T20Fw/keVcKuTyikqHMrS5Lq63s9dTF8LeBPC3g60Wy8N+H7WzXHzmGMBn92PVvxJNbUcSRrhVxTgMDFFZ0MPRw1FUqUVGK2SSSXoloevOUqknKTu+7CkcErgUtFbEnz54z/Yk1vxL8UNa17SPjJdab4P8WeLdL8TeL/CMejxPLe6lYi1WNorzcHghkWxsxLHscsITsePexPW/Fb9k/wB8Z/iK3jf4gRS31lcfD7VPCV9ocm3yprW9urS4eXePmWRWtE2kEYLZyCqmvVqKAPn/wAFfsH6R4S/Y3h/Y6uvihrmqWkOrPqEnijUhE19cSvrLaqxkwoVmMjbS2BkZOATit79qr9kDwj+1lD4Pt/GOvanpi+EvFUGrt/ZcqL/AGpbqGWbTZ9wO62nUr5id9i88A17FRQB5P8AtJ/s6a78b7vwf4g8K+OrfQNV8G65PqNjNeaDFqUE/m2U9o8bwyOg+5OzBg2Qyjg1N4v/AGdH+Jvw58L+Bvih4jt9Uk8P67ZapdT2+jxW9vqD27MwiNuWdUjbIBUE9Djrx6lRQB5F4K/Zs8S/DH9ncfAD4afFnUNLGmeZD4V1qfT7e6k0myFwZLey8qRSk8MMWy2G7DtEnLK/7yuW0T9gnSrb9lP4h/s065478yT4mSarN4g1bR9Fisbe2mvoxG/2SzDOkEagAhC7FnMjszNIxr6GooA4T45/BOz+Onw9t/h7rGs3FjbweJND1jz7ZVZzJpmqWuoxx4YY2u9qqMeoVjjmrPxy+Emn/HL4R698IdauntrTxBpsllcXMSqzRK45ZQeCR2FdlRQBHa2620QiUdFA/SvI/it+zt8Qde+Kf/C7Pgl8X28H+IrrRItG1hb7Q49TsdRs4ppZoC8BliZJonnm2SLIBiVldHAUD2CigDxO7/Yu8L3/AOy9ffs0X3i/VbqPWNQbUdc8RXqwveahfSaiNQuJ5FCiP95NuGwKFVGCqMKBXsGkaJpejWv2XTNMgtY927y7eMIufXC8VcooA4v44fB+z+NXhzTfDWo6rNZx6b4r0XXo5LdVYvLpuo298kRDcbXa3VCeoDEjnFZn7QvwEm+Ndj4e1LQfGt74a8SeD9cGr+F9es4UmFtc+RLbussMnyzwyQTzRuhIOHBVkZVYej0UAeU/BL9nnxL8PfF3iD4sfE/4lyeMPGniaztLG+1VdNSwtLWxtTK0FpbWys5ijWS4uJCWkkd3mOWICgeNr/wSK+EX9jx6evj7XkkX4aweEs/ujFuikQjUvKI2i7MKC3Ljjyvlr66ooA8p+Nf7Pninx74u0H4sfC34mSeEPGXh+yurC31KTS01CzvLG4aJ5rW6t2eNpUMkEMisksbq8YO4qzI1Pwh+yh/Ynwd8cfDfxR8RdS1zVviM99P4s8TXFvFG8tzc2cdoWhgQBIY44YoY0jGcLENzMzMx9iooA8v+CX7NOh/AXW/E134G1e4h0nxM1nc3GgeTEtvbX8cIgnu4goG1p0SEyLypkjZ+sjVj/s+fsbeGP2btcsdW8AeJLxIV8Dab4e16xMEaxatNYII7bUXCgbLnyi8TsM+YnlqeIUr2iigD5w1f9hLxVfaNrXwc0r9oDULH4U+ItYu77VvBa6LC155d1cNcXVhBflsxWcsjyAxmJpFSV0SVBtC9h+0d+yL4R/aOvPh9qGtaxqGky/D7xpZ+ILL+zXVReLAwY2UuRzBIyRFlGM+UvpXr9FAHkv7N37JnhX9m7xP4+8UeHtfvr+Tx74qm1iaO+2Y0yN2aT7FCVAJgWaa6lAbJDXL9sV61RRQAUUDPc0UAFFFFABRRRQAUUUUAFFFAz3NABRRRQAUUUUAFFFFABRRQc9qACigZ7migAooooAKKKKACiiigAooOexoGe9ABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQAUUUUAFFFFABRRRQB//Z)

**School of Computer Science**

**University of Petroleum & Energy Studies**

**Bidholi, Via Prem Nagar, Dehradun, Uttarakhand**

**Nov – 2024**

**CANDIDATE’S DECLARATION**

I/We hereby certify that the project work entitled **“Vulnerability Scanner”** in partial fulfilment of the requirements for the award of the Degree of BACHELOR OF TECHNOLOGY in COMPUTER SCIENCE AND ENGINEERING with specialization in Cyber Security & Digital Forensics and submitted to the Department of Systemics, School of Computer Science, University of Petroleum & Energy Studies, Dehradun, is an authentic record of my/ our work carried out during a period from September, **2024** to November**,** **2024** under the supervision of **Dr.Raviteja Panduranga,   
Assistant Professor, SOCS.**

The matter presented in this project has not been submitted by me/ us for the award of any other degree of this or any other University.

**(Devansh Puniani)**

**Roll No.500110797**

**(Aum Vipul)**

**Roll No.500111825**

**(Deepanshu Chowdhury)**

**Roll No.500107436**

This is to certify that the above statement made by the candidate is correct to the best of my knowledge.

Date: 21 November 2024 **Dr Raviteja Panduranga**

Project Guide

**ACKNOWLEDGEMENT**

We wish to express our deep gratitude to our guide **Dr. Panduranga Raviteja sir**, for all advice, encouragement and constant support he has given us throughout our project work. This work would not have been possible without his support and valuable suggestions.

We sincerely thanks to our respected **Name of HoD,** **Head Department of Dr. Ajay Kumar,** for his great support in doing our project in Vulnerability Scanner.

We are also grateful to Dean SoCS UPES for giving us the necessary facilities to carry out our project work successfully. We also thanks to our Course Coordinator, Ms.Gaytri Bakshi for providing timely support and information during the completion of this project.

We would like to thank all our **friends** for their help and constructive criticism during our project work. Finally, we have no words to express our sincere gratitude to our **parents** who have shown us this world and for every support they have given us.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Name** | **Devansh Puniani** | **Aum vipul** |  | **Deepanshu**  **Chowdhury** |
| **Roll No.** | **500110797** | **500111825** |  | **500107436** |

**ABSTRACT**

The Vulnerability Scanner Tool is a project aimed at identifying and assessing vulnerabilities in web applications. This tool focuses on detecting common vulnerabilities such as SQL Injection, Cross-Site Scripting (XSS), Open Ports, and Insecure Headers. The tool's goal is to offer an automated, easy-to-use solution that helps both cybersecurity professionals and beginners understand and address security flaws in websites. By using scanning algorithms, the tool will be able to analyze web environments and provide detailed reports on security risks, thereby helping users improve their website's security posture.

**The tool is designed to:**

* Provide customizable scanning options for different vulnerability types.
* Serve as an educational resource for students and professionals in cybersecurity.
* Enable small businesses and educational institutions to secure their web environments with an affordable and easy-to-use tool.

By integrating features such as real-time scanning, vulnerability prioritization, and automatic report generation, this tool aims to contribute to proactive security practices in both personal and organizational use.
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**INTRODUCTION**

* 1. **Overview of Web Application Security**

Web applications are a critical part of modern digital infrastructures, from e-commerce sites to social media platforms. Web application security focuses on protecting websites and web applications from attacks (like SQL injection, XSS, open ports, and vulnerability in headers) ensuring that they are safe from unauthorized access, data breaches, and malicious exploitation.

* 1. **History of Web Vulnerabilities**

Over the past few decades, web applications have become prime targets for cyberattacks. Common vulnerabilities include SQL injection, Cross-Site Scripting (XSS), and broken authentication mechanisms. The evolution of these threats has led to the development of tools to help developers identify and mitigate them, including vulnerability scanners like OWASP ZAP, Burp Suite, and others.

* 1. **Importance of Vulnerability Scanning in Cybersecurity**

Vulnerability scanning is an essential component of proactive cybersecurity measures. By identifying weaknesses before attackers can exploit them, these tools help secure applications from common vulnerabilities like SQL injections and cross-site scripting (XSS). Regular scanning minimizes risk, reduces attack surface, and ensures that any newly discovered vulnerabilities are quickly mitigated.

* 1. **Importance of Vulnerability Scanner in Cybersecurity.**

Vulnerability scanning is an essential component of proactive cybersecurity measures. By identifying weaknesses before attackers can exploit them, these tools help secure applications from common vulnerabilities like SQL injections and cross-site scripting (XSS). Regular scanning minimizes risk, reduces attack surface, and ensures that any newly discovered vulnerabilities are quickly mitigated.

* 1. **Requirement Analysis**

The vulnerability scanner tool must be able to detect a variety of vulnerabilities in web applications. The primary requirements include:

* Detection of SQL injection, XSS, open ports, insecure headers, etc.
* Ease of use, even for users with minimal technical knowledge.
* Customizable scanning options to fit different use cases.
* Automated report generation for vulnerabilities present in it.
  1. **Project Objectives**
* To create a vulnerability scanning tool to detection of common vulnerabilities in web applications.
* To provide detailed reports of vulnerability present in it.
* To create an intuitive user interface for both professionals and beginners in cybersecurity.

1. **System Analysis**

**2.1 Overview of Existing Vulnerability Scanners**

There are several widely used vulnerability scanners available today, **including OWASP ZAP, Burp Suite, and Acunetix**. These scanners vary in terms of functionality, usability, and cost. This section will discuss the features and shortcomings of these tools, which will help identify the gaps that the proposed vulnerability scanner seeks to fill.

**2.2 Motivation for the Project**

Existing vulnerability scanners like Nmap and SQLmap can be complex and time-consuming for beginners or small businesses. The proposed tool simplifies the process by integrating these well-known tools, offering faster and more efficient results. It is designed to be user-friendly, even for those with limited cybersecurity knowledge. Additionally, the tool includes **educational resources**, such as videos, courses, and ***safety tips***, to help users build basic cybersecurity knowledge, stay protected from common cyber threats, and pursue a career in the field.

**2.3 Comparative Analysis of Tools**

This section evaluates popular tools like OWASP ZAP and Burp Suite, highlighting their strengths and limitations. While these tools are powerful, they often have steep learning curves and require technical expertise. The proposed tool addresses these challenges by offering a simpler interface, focusing on common vulnerabilities, and ensuring quick and efficient scans, making it accessible to beginners and small organizations.

**2.4 Proposed Vulnerability Scanner**

This tool will aim to provide an easy-to-use solution to help detect vulnerabilities in web applications. It will:

* Scan for vulnerabilities such as SQL Injection, XSS, Open Ports, Insecure Headers, etc.
* Offer detailed, actionable reports of risks.
* Allow users to customize scans based on specific needs.
  1. **System Modules Overview**
     1. **Vulnerability Detection Technique**

The core functionality of the tool will be its ability to detect various vulnerabilities. Each module will have a different detection algorithm:

* **SQL Injection**: Uses various techniques like error-based injection, blind injection, and time-based analysis.
* **XSS**: Detects both reflected and stored XSS by injecting malicious scripts and analyzing responses.
* **Open Ports**: Uses port scanning techniques to identify open ports and associated risks.
  + 1. **Scanning and Detection Algorithms**

These tools are designed to scan websites for common vulnerabilities. By simply entering a URL, the tool checks for issues like SQL injections and XSS vulnerabilities using predefined checks/payloads. The process is simple and requires no complex setup, giving users a clear report on any detected vulnerabilities.

* + 1. **Reporting and Output Generation**

After a scan is completed, the tool will generate a detailed report for the user. This report will:

* List the vulnerabilities found.

1. **DESIGN**

**3.1 Architecture of the Vulnerability Scanner**

The architecture of the vulnerability scanner consists of:

* **Frontend (UI)**: A simple and intuitive user interface that allows users to start a scan, view reports, and configure settings.
* **Backend**: The backend processes the scanning, running algorithms to detect vulnerabilities and storing search history + result + details of users in a database.
* **Database**: The system will store scan results and user preferences, allowing users to track past scans and outcomes.

**3.2 Database Design**

A simple database schema will be used to store scan data, including vulnerability, test results, and timestamps. This will allow users to review past scans, track progress, and analyze trends in vulnerability detection over time.

1. **IMPLEMENTATION**

**4.1 SQL Injection Test**

SQL Injection tests will be implemented by injecting payloads into input fields and monitoring responses for SQL error messages or changes in the database state. The tool will check for common weaknesses like improper sanitization and unfiltered user inputs.

**4.1.1 SQL Injection Detection Algorithms**

The tool will simulate SQL injection attempts using various techniques, such as error-based, union-based, and blind SQL injection. It will analyze HTTP responses to identify any possible vulnerabilities.

**4.1.2 Sample Test Cases and Results**

Sample test cases will include:

* A login page with vulnerable SQL query handling.
* An input form where user data is not properly sanitized. The results will indicate the presence of SQL injection and its severity.

**4.2 XSS (Cross-Site Scripting) Test**

XSS vulnerabilities are tested by injecting malicious JavaScript payloads into input fields and observing if the script is executed when the page loads. The tool checks for reflected and stored XSS vulnerabilities.

**4.2.1 XSS Detection Algorithms**

The tool uses payloads like <script>alert('XSS')</script> to simulate a Cross-Site Scripting attack. It evaluates whether these scripts are executed in the response.

**4.2.2 Sample Test Cases and Results**

Sample test cases:

* An input field that displays unsanitized user input.
* A comment section where users can submit text.

**4.3 Open Port Scan**

Open Port scanning checks a website or server for open ports that could be vulnerable to exploitation. This is done by scanning for common open ports such as 80 (HTTP), 443 (HTTPS), and others.

**4.3.1 Open Port Scan Algorithms**

The tool uses network scanning techniques, such as Nmap, to check for open ports. It reports any open ports and their potential security risks.

**4.3.2 Sample Test Cases and Results**

Sample test cases:

* A website or server with an open port exposed.
* A server with restricted ports that shouldn’t be open.

**4.4 Security Header Scan**

The security headers scan evaluates whether a website is using important security headers like X-Content-Type-Options, Strict-Transport-Security, and Content-Security-Policy.

**4.4.1 Security Header Detection Algorithms**

The tool checks the presence and correctness of these headers in the HTTP response. If any required security headers are missing or misconfigured, they are flagged as vulnerabilities.

**4.4.2 Sample Test Cases and Results**

Sample test cases:

* A website missing security headers.
* A website with improperly configured security headers.

1. **RESULTS**

**5.1 Sample Reports**

Sample reports will be generated after scanning a test website. These reports will include:

* Detected vulnerabilities details.
* A summary of vulnerabilities (e.g., SQL Injection detected, payload use, response, etc).
* Recommendations for fixing the issues.

**5.2 Test Cases and Outcomes**

Various web applications will be tested to demonstrate the scanner’s accuracy. Test cases will cover all minor vulnerability types, ensuring the tool provides comprehensive detection.

1. **CONCLUSION AND FUTURE WORK**

**6.1 Summary of the Tool’s Capabilities and Features**

This section will summarize the features of the vulnerability scanner, including its ability to detect multiple types of vulnerabilities, generate detailed reports, and response of these payloads.

**6.2 Future Enhancements and Upgrades**

Future updates may include:

* Support for more complex vulnerabilities (e.g., server misconfigurations, broken authentication).
* Integration with CI tools for automated scans.
* A more advanced UI with real-time monitoring and additional features.

**6.3 Potential Challenges in Scaling and Deployment**

Challenges in scaling the tool may include:

* Handling higher traffic volumes.
* Managing large datasets.
* Ensuring accuracy with an increasing number of scans.
* Adding multiple processing for parallel task execution and using multiple tools for better vulnerability detection.

**Appendix A: User Manual for Vulnerability Scanner**

**1. Accessing the Tool**

1. **Visit the Website:**
   * Open your preferred web browser and navigate to the official website of the Vulnerability Scanner Tool.
   * Example: <http://127.0.0.1:5000>
2. **Home Page:**

Once the website is loaded, you will be greeted with a simple user interface.

The home page will feature:

* An input field where you can enter the URL of the website you wish to scan.
* A **Start Scan** button to initiate the scanning process.
* **Login** and **Sign Up** options for users to log into their accounts or create a new one.
  1. **User Authentication**

1. **Login Option:**

* If you already have an account, click on the **Login** button located on the top right of the homepage.
* Enter your **Username** and **Password**, then click **Submit** to access your personalized dashboard where you can track your scan history and view detailed results.
  1. **Sign Up Option:**
* If you do not have an account, click the **Sign Up** button to create a new account.
* You will need to provide a **Username**, **Email Address(not know for future)**, and **Password**. After entering the required information, click **Submit** to create your account.
* Once your account is created, you can log in using your new credentials.
  1. **Forgot Password ( future):**

If you’ve forgotten your password, click on the **Forgot Password** link on the login page and follow the instructions to reset it.

* 1. **How to Use the Vulnerability Scanner**
  2. **Enter the Target URL:**
* After logging in, you will be directed to the dashboard.
* In the input field provided, enter the URL of the website you want to scan for vulnerabilities.
* Example: <https://example.com>
* Ensure the URL is properly formatted (i.e., it begins with http:// or https://).
  1. **Choose the Type of Scan:**
* After entering the URL, select the type of scan you want to perform from the available options:
  + **SQL Injection**
  + **Cross-Site Scripting (XSS)**
  + **Open Ports**
  + **Security Headers**
  1. **Start the Scan:**
* After entering the URL and selecting the scan type, click on the **Start Scan** button.
* The scanner will begin testing the website for the selected vulnerabilities.
* A loading indicator will appear while the scan is in progress. Please wait until the scan completes.
  1. **View Scan Results:**
* Once the scan is complete, the results will be displayed on the screen.
  + If vulnerabilities are detected, you will see detailed information about each vulnerability
  + If no vulnerabilities are found, a message will indicate that the website is secure from low attack .
  + Detailed information, such as payloads used during the scan will be displayed.
  1. **Scanning for XSS Injection**

1. **Enter the Website URL:**
   * In the input field, enter the website URL you want to scan, such as <https://example.com>
2. **Select XSS Injection Scan:**

**References**

* OWASP Top 10, OWASP Foundation, 2023
* Cryptography and Network Security: Principles and Practice, William Stallings, 2017
* OWASP Top 10 Documentation, Version 2023, <https://owasp.org/www-project-top-ten/>